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1	Decision/action requested
[bookmark: _Hlk51097594][bookmark: _Hlk64414680]This contribution proposes an update to add evaluation.
2	References
[1]	TR 33.847 v0.6.0
3	Rationale
This contribution proposes to update an evaluation of solution #10 based on the architectural impacts on the core network components. 
4	Detailed proposal

***** START OF CHANGES *****
[bookmark: _Toc66119540][bookmark: _Toc66175089]6.10.3	Evaluation
This solution requires a new relayed primary authentication procedure (aka "network controlled authorization" based on TR 23.252 sol#47) to enable Remote UE to perform primary authentication with the AUSF of Remote UE via the AMF of Relay UE.
In this solution, the UE-to-Network relay 's AMF, is responsible for PC5 link root key Krelay and its Krelay ID derivation from KAMF, as the Remote UE. The AMF stores Remote UE information (Remote UE id, PC5 link root key) in the Relay UE context. 
This solution requires either AMF upgrade to support both normal UE and ProSe UE procedures or dedicated AMFs to support ProSe UEs.
· For Option 1 (i.e., Remote UE sends 5G-GUTI, Remote UE context is not transferred), the Relay UE’s AMF should be able to fetch Remote UE’s PC5 link root key Krelay and its Krelay ID from the Remote UE’s AMF. Namely, a new context transfer procedure to deliver Krelay and its Krelay ID is required.
· For Option 2 (i.e., Remote UE sends 5G-GUTI, Remote UE context is transferred to the Relay's AMF), the Relay's AMF should perform the subsequent NAS procedures (or equivalent procedures) such as Remote UE’s registration update and 5G-GUTI reallocation with the Remote UE, while there is no NAS connection between the Remote UE and the Relay’s AMF. 
This solution requires the UDM to support new features related to the registration of the Remote UE. However, the solution is incomplete to evaluate potential impacts. 
This solution does not support the Public Safety use cases where the key management should be able to be done by the Public Safety operators. 
Editor’s Note: Further evaluation is FFS.

***** END OF CHANGES *****
